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Rationale

 It is important that information given to us about children and their families whether this is verbal, written or in electronic form is treated as confidential and that everyone using the service or working in it can be confident that their rights will be respected. The purpose of this policy is to ensure that parents, carers and staff have a common understanding of issues relating to confidentiality and procedures in respect of this. 

Aims

· To ensure that parents/carers and staff are aware of the types of information held about them.

· To ensure that the above are aware of who has access to the information.

· To ensure that everyone is clear as to how the information is used.

Responsibilities 

The Department for Education and Social Work Services
As the employer, the department head has overall responsibility for ensuring that schools meet their legal responsibilities regarding confidentiality in relation to criminal record checks, the Data Protection act and any current or subsequent human rights legislation which guarantees a right of privacy.

The Head Teacher

Responsibility is delegated to the Head Teacher to ensure that the confidentiality policy is put into practice in the school and to ensure that staff are aware of their responsibilities in relation to confidentiality.

Arrangements for ensuring Confidentiality

In collecting, holding and processing personal data the Department and the school comply with current data protection rules and guidance.

Information given to a member of staff will not be used for any purpose other than that for which it is given, nor will it be passed to any person or agency outside the department without the permission of the giver. The following steps are taken to safeguard information:
· Written information about children or their families is stored in files which are kept in locked filing cabinets in the School Office.

· The Head Teacher and School Teachers have access to keys to filing cabinets but anything which is marked confidential should only be viewed by the Head Teacher or a senior member of the Department for Education and Community Services.

· Contact names and addresses are kept in the Teacher’s Resource Cupboard and these can be accessed by members of the teaching staff  who require to make contact with parents or carers in emergencies or due to the illness of a child.

· Pupil Progress Records are kept in individual folders within the office and may be accessed by teaching staff.

· Information given by parents/carers is now stored electronically and parents/carers have the right to see this. Anything regarded as confidential would be encrypted and access to information stored in this way would be by means of a password.

· Medical information can only be directly accessed by the Head Teacher.
· Teachers have viewing rights to pupil information relating to contacts and progress. Where medical information is held an alert appears against a name and the teachers must ask the head teacher for access to the information. This would be disclosed if it was considered to be in the child’s best interests.
· Information received from support agencies would either be put in the pupil’s individual file, if this was appropriate, or marked confidential and would be viewed only by the head teacher.

· Staff must not discuss children or their families in public.

· Discussion between members of staff will be restricted to matters that are directly relevant to the education or well being of a child. 

Employees

· All information in relation to staff is confidential to the staff member, the Head Teacher and senior members of the education department
· Information held on staff will only be that which is directly relevant to their employment.

· Personal details of staff cannot be passed to another person without the prior knowledge and consent of the individual concerned.

· The Head Teacher and members of the Education department will not discuss publicly details of an employee’s work performance or disciplinary or grievance matters in which the individual is involved.

· Staff have access to any information held on them.
Breaking Confidentiality 

On rare occasions it may be necessary to break the rules of confidentiality. This would arise where:

· The safety, rights and liberties of other people or the person giving the information may be seriously at risk.

· Where legal reports have to be made regardless of the consent of a parent/carer.

· Where a child or young person discloses information which indicates that he/she is being or has been sexually, physically or emotionally abused. In such cases staff will refer to the procedure set out in the School’s Child Protection and Safety Policy.

It should be noted that information would not normally be regarded as confidential if it was already in the public domain. e.g. a telephone number or address which is already in a public directory. It would however not be the school’s practice to give such details to someone making an enquiry but to offer to contact the person concerned and ask them to contact the enquirer.

Access To Files

Whilst everyone has the right of access to their own files under the Data Protection Act, parents/carers have a right to see their children’s files up to the age of 16, and in some cases, age 18. A parent with this right is either the mother or the father if he was married to the mother at the time of the birth or has acquired parental rights through the courts. It will not be assumed that a father automatically has these rights and evidence of parental rights will be requested before giving anyone access to a pupil’s files.
Action in the Event of A Breach of Procedure

Any breach of procedure should be reported to the Head Teacher, who will investigate the matter and report to the school education officer. Any serious breach by a member of staff could result in disciplinary action being taken.
Please sign and date once you have read this policy and agreed to the terms
Name __________________________________________    Date_____________________
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